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Media make enemies. Media find enemies. Media 
fix enemies.

In the history of the human and social sciences, dis-
ciplines have repeatedly produced unique media-
specific methods for analyzing and policing military 
threats and domestic enemies. Media technology 
plays an indispensable role in determining how we 
perceive and diagnose the “enemy within” (such as 
the terrorist, the criminal, the mentally insane, and 
other insider threats). As Friedrich Kittler (2012) 
puts it, “every media system has the enemies it pro-
duces” (p. 386), and as such, these media systems 
carve the parameters of our political legibility in 
such a way that new forms of enemy become visi-
ble—perhaps inevitably so (see Packer & Reeves, 
2020, pp. 5–7). Just as microscopy introduced us to 
billions of new pathogenic enemies in our food, 

water, and air—and just as overseas drone surveil-
lance introduces us to terrorists we never knew 
existed—media technology is a necessary and con-
stitutive element in enemy detection and production. 
In the end, new media give us new enemies—and in 
the domestic political context, different media 
engender different “political immune systems” 
(Bratich, 2008, pp. 44–45), different ways of find-
ing, fighting, and fixing terrorists, criminals, and 
other internal enemies of the political order.

These political immune systems accord with a 
particular “discourse network,” which media theorist 

Making enemies with media

Jeremy Packer
University of Toronto, Canada

Joshua Reeves
Oregon State University, USA

Abstract
This article examines the role of media technology in determining preconstitutive enemies of the political order. 
To do so, it analyzes how discipline-specific methods of enemy detection, analysis, and neutralization correspond to 
different media environments. Media have a diagnostic and prescriptive significance: not only do they locate enemies 
that conform to their own unique standards of measurement, they also offer reprogramming resources that accentuate 
their own peculiar biases and capacities. Episodes in the history of biology and psychology are examined for evidence 
of this media logic.

Keywords
Media epistemology, media history, surveillance

Corresponding author:
Joshua Reeves, New Media Communications, 030 Snell Hall, 
Oregon State University, Corvallis, OR 97331, USA. 
Email: reevejos@oregonstate.edu

950635 CTP0010.1177/2057047320950635Communication and the PublicPacker and Reeves
research-article2020

Original Research Article

https://uk.sagepub.com/en-gb/journals-permissions
https://journals.sagepub.com/home/ctp
mailto:reevejos@oregonstate.edu
http://crossmark.crossref.org/dialog/?doi=10.1177%2F2057047320950635&domain=pdf&date_stamp=2020-10-12


Packer and Reeves	 17

Friedrich Kittler (1990) defines as “the network of 
technologies and institutions that allow a given cul-
ture to select, store, and produce relevant data” (p. 
369). Through its unique capacities for selecting, 
storing, and producing relevant data (also see Burke, 
1969, p. 59), a discourse network sets before us what 
is relevant: it reveals the truth of the world by order-
ing reality in accordance with its material interven-
tions. It is obvious that these revelations play a crucial 
role in what we recognize as politics in its most fun-
damental sense: the determination of friends and 
enemies (see Schmitt, 2007); at the same time, by 
way of the discourse network’s instruments and insti-
tutions, these revelations also crystallize into discipli-
nary knowledge. These two concerns—the politics of 
friend/enemy determination, and the facticity of dis-
cipline-specific media technology—converge in 
human sciences research that aims at studying, diag-
nosing, identifying, and attempting to eliminate inter-
nal enemies of the state. These “preconstitutive 
enemies” (see Packer, 2007)—those enemies which, 
simultaneously internal and external to a political 
community, establish the bounds of inclusion, exclu-
sion, and belonging—are determined by media tech-
nology, insofar as media intervene into our political 
and epistemological fields by (1) making certain 
objects and persons perceptible as enemies, and (2) 
presenting before us certain political methods as pos-
sible and appropriate for addressing these enemies.

Because these media-determined enemies are 
preconstitutive, they ensure that we live in a condi-
tion of incurable political “woundedness.” The result 
is what we, following scholars like Lisa Parks and 
Starosielski (2015) and John Durham Peters (2015), 
might call an “infrastructural woundedness”—a con-
cealed yet essential political woundedness whose 
parameters are determined and made possible by 
media technology. From the microscope to the drone 
to contemporary mechanisms of National Security 
Agency (NSA) surveillance, media technology has a 
constitutive significance vis-à-vis this woundedness: 
all contemporary methods of threat detection and 
enemy analysis are media-dependent, and thus 
media determine the contours of the preconstitutive 
rupture that establishes the politics of belonging 
and exclusion (see Robertson, 2010; Silva, 2016). 
Media technology, accordingly, has a diagnostic and 

prescriptive function by arranging our social condi-
tions and our political attention in such a way that 
they determine how we approach questions like the 
following: what is a wound, who is the wounder, and 
how we can imagine fighting back against such 
threats to health, social harmony, and wholeness? 
Ultimately, if political woundedness is an inevitable 
condition of living with media technology (see 
Stiegler, 1998, p. 193; cf. Foucault, 2003), these res-
olutions are constantly disrupted and refocused on 
new sites of enemy potentiality. In a word, if our 
political woundedness is preconstitutive, media pro-
vide the infrastructural conditions for that disorder.

To explore this problem, this article analyzes how 
the media/technological biases of the human sci-
ences determine their theorizations and descriptions 
of an exemplary and inevitable political wound: the 
insider threat. It highlights how these media-based 
diagnostic procedures and prescriptions shape the 
epistemological and political contributions of the 
disciplines at hand. To do so, the article first explores 
the role of media technology in the human sciences. 
Then, it proceeds to apply these insights to historical 
and contemporary media-centric examples of how 
biology and psychology have diagnosed and 
attempted to neutralize the insider threat. We then 
reflect on what these historical lessons suggest about 
future strategies of addressing preconstitutive ene-
mies with digital technologies of surveillance and 
correction.

Media technology and disciplinary 
knowledge

This infrastructural woundedness is embedded in 
disciplinary knowledge making. Different disci-
plines of knowledge, whose expertise is based on 
different media apparatuses, reflect these media-
driven biases in their scientific approaches to find-
ing, analyzing, and fixing enemies. For instance, 
since the nineteenth century, biology has been 
deployed by academics, police scientists, and mili-
tary researchers to detect enemyship as a phenome-
non that is located within the human body. Given the 
specifically immutable character of this biologically 
determined enemy, it calls for very specific modes of 
defensive engagement that, naturally, biology is 
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equipped to provide. While this has given rise to 
methods for directly working on the species as a bio-
logical phenomenon (as in eugenics and less omi-
nous health campaigns, for example), it has also 
centered on physically isolating the biological 
threat—imprisonment, in particular, provides an 
excellent means of separating threatening bodies, in 
their presumed contagiousness, from the law-abid-
ing population. It is found that the biological enemy, 
which is best detected by media like photographs, 
fingerprints, electrocardiograms (ECGs), brain 
scans, prenatal screening, and other instruments of 
biological analysis, needs to be eliminated in a way 
suited to the biological—antiseptics, pharmaceuti-
cals, exercise, surgery, confinement, detention, 
exclusion, dismemberment, decapitation, genocide, 
and so on.

Just as with the biological sciences, the social sci-
ences have repeatedly produced media-specific meth-
ods for finding, classifying, analyzing, and engaging 
domestic enemies (radicals, terrorists, racial threats, 
etc.). Psychology, for example, has its own instru-
ments of enemy detection and its own methods of 
enemy elimination: the polygraph, for example, is a 
means of locating the deeply concealed psychological 
truth of the potential enemy. The Rorschach test, the 
Luria–Nebraska Neuropsychological Battery, the 
Halstead–Reitan Neuropsychological Battery, IQ 
(intelligence quotient) tests, and other common media-
based methods of psychological screening approach 
threat potentiality as a specifically psychological phe-
nomenon that is best detected by the traditional meth-
ods of psychological diagnosis. Yet, once this enemy is 
detected, psychology does not specialize in biological 
forms of enemy engagement; while biological and 
psychological solutions to the enemy can be combined 
in various ways, particularly in penal and rehabilitative 
institutions, each has its own specific disciplinary 
commitments and methodological procedures. 
Therefore, while various modes of elimination and 
exclusion are specifically biological solutions to the 
enemy, psychology offers its own media-specific pro-
jects—such as psychotherapy, mass propaganda, and 
reeducation—that accord with the media biases of 
their detection methods and thus addresses themselves 
to the imagined malleability of the human psyche. So 
the story goes: enemyship expresses itself indelibly in 

the contours of the psyche. Hence, with good enough 
media technology, enemyship can be detected and, 
then, addressed through diverse strategies of psycho-
logical correction.

Enemies in the blood

Biology has long been a key engine of our political 
immune system, and it was one of the earliest disci-
plinary sites for carrying out insider threat detection 
and analysis. While the police force gained power 
and resources throughout the nineteenth century, its 
need for new knowledges and new instruments grew. 
As eugenics crept into most nooks of scientific 
inquiry, many scientific experts and community 
leaders argued that police authorities could address 
crime rates by linking citizens to vast surveillance 
databases filled with photographs, family genealo-
gies, and life histories. These databases were in part 
aimed at providing authorities with a vast resource 
they could use to isolate the genesis, habits, and 
physical characteristics of Homo criminalis, the bio-
logically determined criminal subject (Beirne, 1993). 
With the right technologies and procedures, it is 
argued that the source of this biological enemyship 
can be made visible and then subject to various 
regimes of biometric measurement, diagnosis, and 
discipline. According to this logic of “biocriminol-
ogy” (Rafter et  al., 2016), the traces of the enemy 
circulate within its blood; they are stored in its bones 
and its DNA; they are, if one looks closely enough, 
written on its face.

Best known for his work in establishing eugenics, 
Francis Galton was also a photography expert and 
the inventor of composite photography. For Galton 
(1878), composite photography could help highlight 
the essential characteristics of a given population 
group: “Having obtained drawings of photography 
of several persons alike in most respects, but differ-
ing in minor details, what sure method is there of 
extracting the typical characteristics from them?” (p. 
97). This process of “extracting the typical” was 
used to theorize the average physical characteristics 
of ideal and threatening populations. For one of his 
first experiments, Galton made a composite photo-
graph of several murderers and violent thieves. 
According to him, this composite process smooths 
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away the unique facial features of the individual 
offenders and discloses instead something essential 
about “the criminal”: in the composites, “The special 
villainous irregularities [of the individuals] have dis-
appeared, and the common humanity that underlies 
them has prevailed. They represent, not the criminal, 
but the man who is liable to fall into crime” (Galton, 
1878, pp. 97–98). Galton’s composite photography 
was designed to shift the plane of enemy intelligibil-
ity: while each individual photograph reveals the 
superficial visibility of a criminal, the composite 
locates a threat potentiality that lies beyond the level 
of immediate visibility—something that is only 
detectable with the collection, storage, comparison, 
and synthesis of other archived photographs (see 
Sekula, 1992). The size and shape of one’s facial fea-
tures, one’s weight, one’s height—one’s biological 
makeup, as analyzable through the photograph and 
related technologies of measurement and capture—
revealed an abundance of information about one’s 
potential to threaten the social order (cf. Siegel, 
2014, pp. 206–207).

This early experiment in eugenic science was 
fueled and determined by the biases and affordances 
of its media environment. Its diagnosis of deep, dys-
genic sociopolitical wounds was only rendered pos-
sible by police photography and the prodigious 
archives that accompanied it. This branch of eugenic 
science thus reflected and fueled a whole biometric 
eugenics apparatus that sought to discover and ana-
lyze the specifically biological conditions of the 
insider threat: the race science of the early twentieth 
century, in particular, thrived on measuring and 
classifying individuals according to racial and class 
types (and then, of course, assessing their threat to 
the social body accordingly; see Pick, 1993, pp. 
75–87). The biological understanding of enmity for-
warded by eugenics, therefore, was founded on a 
media-specific logic of enemy identification. Its pri-
mary method of representation, photography, was 
accompanied by an entire apparatus of measure-
ment, storage, and analysis—including calipers, ink 
pens, rulers, gauges, and file cabinets (Morris-
Reich, 2016, pp. 34–84; Reeves & Packer, 2013). 
Located within this media environment, the photo-
graph takes on a specific representational func-
tion—its significance is always deferred, always 

figural, in that it succeeds only in continuously cir-
culating the physiological essence of the criminal. 
The individual represented in the photograph disap-
pears; the photograph, just like all the anonymous 
files surrounding it, discloses nothing but Homo 
criminalis. It carries with it every scoundrel in the 
history of humankind. The enemy in the photo-
graph, therefore, is a speculative enemy—the enemy 
as sign, as spectrum, as endless circulation of the 
natural born killer (see Figure 1).

With computerization, however, these biometric 
technologies’ main function shifts from the specula-
tive to the investigative. At that point, the photograph 
becomes more than just a sign filed away in a stack of 
other redundant signs. While fingerprints have been 
gathered and stored by police departments since the 
early twentieth century, predigital fingerprint analysis 
was extremely difficult and painstaking, not to men-
tion worthless in most investigations. But with the 
formation of computerized databases in the 1980s and 
1990s, biological data came to comprise the very 
backbone of criminal identification (Magnet, 2011, 
pp. 51–68). Computerized biometrics became a 
media-specific form of threat analysis that allowed for 
the transformation of biological traces and body rep-
resentations into easily processable data. Unlike the 
composite photograph, the systems of classification 
specific to computerized biometrics did not search for 
the general in the particular; instead, they sought to 
capture the molecular biological peculiarities of the 
individual. This individual no longer signified “the 
murderer”; the murderer, who had lost its photo-
graphic essence, could only be discovered by the vast 
accumulation of biological data about the guilty (as 
well as the innocent). The human biomachine, which 
oozes a never-ending data stream from its orifices and 
pores, was constantly compelled to testify—a 0 or a 1, 
guilty or not guilty.

Intensive media (those used to make legible the 
inside of a body) open subjects up to friend–enemy 
assessment and draw into the realm of analyzable 
data an ever-growing temporal frame (see Murray, 
2009, pp. 69–87). Dangerous data are “flagged,” 
cross-referenced, and acted upon. Civilizational 
affiliation, family lineage, religious genealogy, and 
cultural heritage are brutish markers of enemyship. 
Slightly more refined media are used to build 
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lifelong data sets for tracking changes in attitudes, 
beliefs, political affiliations, infirmities, access to 
weapons, and proximity to ideological contagion. 
Fine-tuned media measure changes in bodily func-
tion (brain waves, perspiration, breathing patterns, 
muscular ticks, eye-movement, body temperature) 
not immediately accessible to human perception, 
and are indicative of more immediate threats. These 
fine-tuned threat detection practices, of course, have 
served an important function in foreign U.S. war 
zones like Afghanistan, where local populations are 
subjected to various forms of biological analysis—
like fingerprint impressions, iris scans, tissue sample 
analysis (Gorman, 2011), even gait evaluation (Boyd 
& Little, 2005)—and then compared with biomet-
rics-enabled watchlists (Center for Army Lessons 
Learned, 2011). For the U.S. Army, mapping “the 
human terrain” (González, 2008) is an essential step 
in fighting the internal enemy by analyzing each 
encountered person and classifying them, according 
to threat databases, as friend or foe. These same 
methods of analysis, especially under the guise of 
facial recognition, are being deployed against the 
domestic insider threat (Gates, 2011); indeed, half of 
all U.S. adults are stored in the Federal Bureau of 
Investigation’s (FBI) facial recognition database 
(McLaughlin, 2016). This vast human terrain derives 
its investigatory potential from the presumed perma-
nence and stability of the features captured. In a 
word, digital biometric analyses do not rely on waist 
sizes, but on those less malleable elements of the 
human terrain such as the iris signature and facial 
structure. This enemy cannot be captured in a com-
posite; it is a media-determined enemy, an enemy 
deprived of its community and placed within a fam-
ily tree of incurable delinquents. The biological 
enemy produced by computerized biometrics is, 
moreover, a whole enemy. Its traces do not gesture 
toward other criminals, insurgents, or terrorists, but 
only toward its own indivisible identity. It circulates 
in an unmistakable digital monism. Even if the ter-
rorist cuts off its own thumb or gouges out its own 
eye, it still remains a terrorist. That is why the bio-
logically determined enemy, whose intelligibility is 
media-determined, must be detected and removed 
from circulation. It must be taken out of the data 
stream.

Enemies in the head

The psychologically determined threat, on the con-
trary, introduces different considerations. 
Psychological analysis has always in one way or 
another been driven by the methodological condi-
tions made allowable by media. As Friedrich Kittler 
(1999) explained, the phonograph was central to 
Freud’s development of psychoanalysis and his 
“talking cure” (p. 141). When the U.S. military ear-
nestly turned toward psychology during World War 
I, it used psychological profiling as part of its newly 
implemented Selective Service process. In addition 
to assessing the psychological well-being of poten-
tial soldiers, the military carried out a particularly 
infamous set of intelligence tests, Army Alpha and 
Army Beta, on more than a million of their own 
draftees to locate mental capacity and deficiency. In 
point of fact, it could be argued that American 
involvement in the Great War also had a profound 
effect on legitimating the foundering young disci-
pline, as it produced the first significantly large psy-
chological database from which broad societal 
generalizations begin to be made (Samelson, 1977). 
Furthermore, the use of the Hollerith Tabulating 
machine to compute large quantities of data and 
store these data on punch cards had a broad set of 
ramifications for how many different forms of vari-
able analysis could be run. Mental “deficiency” 
within the draftee population was generalized to the 
broader population. Army Alpha and Army Beta 
were spearheaded by Harvard psychologist and 
eugenicist Robert Yerkes, who used his research on 
soldiers to substantiate such claims as “no one of us 
as a citizen can afford to ignore the menace of race 
deterioration” (see Tucker, 1996, p. 82; also see 
Richards, 2003). We can think of this in terms laid 
out by Foucault (2003) in which the “race” war 
works to cleanse the internal population of the 
“unfit” while also legitimating attempts to character-
ize the national claims for warfare by understanding 
the other—the fascist, the communist, the terrorist, 
and so on.—as psychologically deficient, unfit, and 
“dangerous.” With this merging of military and 
domestic aims, psychology found increasing legiti-
macy for its capacity to assess individuals and popu-
lations during this period, in large part because of its 
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supposed success in the war effort. The workings of 
the unconscious came to be seen as something that 
demanded excavation; with the right media technol-
ogy, its secrets could be unearthed in order to 

provide immense political and military value. As 
Galison and Packer (2016) have pointed out, the 
Rorschach test was conceived of and promoted in 
media-centric terms: it was said to offer an “X-ray of 

Figure 1.  Galton provides a photographic composite of the violent Homo criminalis. (Green, 1984, p. 7).
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the soul” (Johnson, 2012), thus providing a clear 
mediation of the previously invisible unconscious. 
For Rorschach (1942), his test was a key technology 
of “psychodiagnostics,” and it was given such epis-
temological credence that it was eventually used to 
test Nazi war criminals at the Nuremberg Trials.

This X-ray approach to the psyche was palpable in 
the work of many of Rorschach’s colleagues who 
joined him in diagnosing the psychology of the inter-
nal threat. In fact, probing the psychology of fascism 
and communism became a decades-long cottage 
industry during the 1930s. Wilhelm Reich’s (1933) 
The Mass Psychology of Fascism was the most 
famous of these works, and it described the rise of 
fascism and Bolshevism as both resulting from the 
same psychological impulses and a latent openness to 
authoritarianism (see Deleuze & Guattari, 1983, pp. 
29–30). Reich applied a media-tinged hermeneutics 
to this situation: for him, political will is a psycho-
logical phenomenon that, like a chalkboard, is always 
open to erasure. Psychological manipulation can 
directly lead to individuals, and more importantly 
“the masses,” being led to act against their own inter-
ests (ala Marxist critique) by potent symbols that are 
transmitted via radio and related mass media technol-
ogy. For Reich, the swastika is one such talisman 
which was used to manipulate the unconscious by 
writing itself directly onto the psyche. The human 
psychological condition, for Reich, is a media con-
struction—a tabula rasa that can be easily overwrit-
ten, or a screen on which newer, brighter images can 
be projected. This media hermeneutic was adopted 
by many U.S. psychological professionals in the 
postwar period, when psychologists were deployed 
to root out overt communists and latent communist 
tendencies. Andrew Stouffer, the eminent U.S. psy-
chologist who produced an authoritative examination 
of the psychology of war—the four-volume text 
Studies in Social Psychology in World War II: The 
American Soldier—would eventually direct his 
expertise toward examining the broader national 
character for its susceptibility to communism and 
extremism (Stouffer, 1965). Following in the foot-
steps of Reich and other predecessors, Stouffer ques-
tioned confrontational methods of reeducation in 
favor of a surreptitious psychological training. His 
interview transcripts and rudimentary statistical data 

set the population before researchers as a stable and 
manipulable collection of characters; these charac-
ters, by their very ontological status as media objects, 
then begged to be addressed with the tabula rasa 
model of mass psychology (see Reeves, 2020, pp. 
36–37).

As the Cold War heated up, psychology used new 
media technologies to re-center its focus on the dan-
gerous individual, focusing especially on the potential 
Soviet spy or Communist sympathizer. Polygraph 
machines, which were imagined to compel subjects to 
“speak the truth” of their treason, became prominent 
features of Red Scare and House Un-American 
Activities Committee (HUAC) interrogations. More 
elaborate schemes for applying the field’s knowledge 
to the problem of truth-telling involved LSD (lysergic 
acid diethylamide), hypnosis, and various modes of 
psychological torture. During this era, a host of media 
were applied in the realm of counterespionage to test 
citizens’ adherence to U.S. doctrine. The lie detector, 
for example, was widely used during the Red Scare to 
diagnose “pinko” delusions (Alder, 2007, pp. 215–
228). At this time, too, a great deal of work was done 
by the Central Intelligence Agency (CIA) and its 
global competitors to elaborate new forms of psycho-
logical warfare. For instance, during the early 1950s, 
the field of psychology was invested in studying and 
elaborating new means for carrying out menticide, 
described by its Dutch American theorizer as a psy-
chological intervention “in which a powerful tyrant 
synthetically injects his own words and thoughts into 
the minds and mouths of the victims he plays to 
destroy”; because of how thoroughly it subverts one’s 
consciousness, it is “more deadly than lethal weap-
ons” (see Derksen, 2017, p. 143). Following the 
Second World War, menticide was seen as a legitimate 
end goal of psychological practice and was promoted 
as a military strategy of utmost importance (Robin, 
2001, pp. 163–172). In occupied Europe, the tabula 
rasa model of mass media projection and the inten-
sive, individual-centered model of media-centered 
interrogation dominated the imagination of this 
overtly politicized corner of the psychological disci-
pline. And these trends, of course, have only evolved 
according to our radically new media environment 
during the Global War on Terror. As a number of psy-
chologists have aided the war effort by delving into 
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the psychological vulnerability of the terrorist (see 
especially Bjorgo & Horgan, 2009, Horgan, 2009, 
2014), they have come to realize that a new war 
demands a new psychology, and a new psychology 
demands new media (see Schuurman & Eijkman, 
2015)—such as global positioning system (GPS)-
based mobility tracking and web-based de-radicaliza-
tion programs. The supposed ubiquity of the terrorist 
threat accords with these new enemy surveillance 
methods and the corresponding galactic reach of our 
technologies of psychological reform, such as those 
headed by corporate–military partnerships like 
Defense Advanced Research Projects Agency’s 
(DARPA) Quantitative Crisis Response Team and 
Google’s data-driven Jigsaw initiative.

Conclusion

This article has approached “the wound,” this spe-
cial issue’s cohering theme, as a constitutive phe-
nomenon of life with media. It has explored the 
media dependence of our woundedness, analyzing 
how common disciplinary methods of diagnosing 
and addressing social and political wounds are inex-
tricably bound up with media technology. This phe-
nomenon has a political and an epistemological 
dimension, as media technology determines what is 
intelligible as a problem; then, it also imposes a fac-
ticity onto our political imaginations, informing and 
limiting our range of possible responses to that prob-
lem. This has applied both at the level of individual 
diagnosis and correction, as well to “mass” strate-
gies of population analysis and collective social 
engineering. Delving into this history of media-
dependent wound production helps clarify the 
media-dependent nature of our current malaise, call-
ing on us to interrogate our assumptions about what 
our wounds are, how they should be addressed, and 
why we seem so inexorably inclined to find wounds 
that need to be healed by contemporary, media-cen-
tric methods of political regulation.

Biology and psychology, of course, are not the 
only sites in which this media-determined battle 
rages. Appropriate to the moment, meta-disciplinary 
scientific analysis has found the enemy—and its 
solution—in “the network.” The network is more 

than just a battlespace—it is imagined to be the 
cause and the solution to the current crisis in enemy 
identification, and, at the same time, it is said to 
exhibit unique criminogenic qualities, most impor-
tantly “complex globalmicrostructures” (Taylor, 
2015, p. 98). Arquilla and Ronfeldt (1996)—along 
with Galloway and Thacker (2007)—suggest that 
netpower and netpolitics operate in asymmetrical 
ways. Yet, they also operate in a recursive fashion. 
According to its own logic, the network produces the 
enemy of the network, which then produces a net-
work solution to that enemy. Accordingly, media 
technology ensures the wound’s perpetual existence. 
Given this recursive media logic, these strategies of 
political regulation, of course, will only escalate. 
And with emerging technologies of detection and 
cultural governance, we are the threat and the experi-
ment. Every piece of a human is a potential indicator 
of their enemyness: every human churned out by 
media correction is still a potential threat, no matter 
how remote. The algorithm is incessantly searching 
to commit menticide on all becoming-enemies—
constantly experimenting, slowly turning them into a 
becoming-friend. Its search-and-salvation mission 
will continuously create new becomings and potenti-
alities in an endless loop. As the CIA (1956) con-
cluded in a Cold War report on Soviet political 
subversion, the cycle of enemy creation “repeats 
endlessly and automatically even though this end-
lessly repeated action can never produce a solution.” 
Ultimately, there is no solution to the insider threat. 
But where there are media, there must be a solution.

Acknowledgement

The authors thank the Oregon State University Center for 
the Humanities for supporting this research.

ORCID iD

Joshua Reeves  https://orcid.org/0000-0001-7217-8308

References

Alder, K. (2007). The lie detectors: The history of an 
American obsession. University of Nebraska Press.

Arquilla, J., & Ronfeldt, D. (1996). The advent of netwar. 
RAND.

https://orcid.org/0000-0001-7217-8308


24	 Communication and the Public 5(1-2)

Beirne, P. (1993). Inventing criminology: Essays on the 
rise of “Homo criminalis.” State University of New 
York Press.

Bjorgo, T., & Horgan, J. G. (2009). Leaving terrorism 
behind: Individual and collective disengagement. 
Routledge.

Boyd, J. E., & Little, J. J. (2005). Biometric gait recogni-
tion. In M. Tistarelli, J. Bigun, & E. Grosso (Eds.), 
Lecture notes in computer science: Vol. 3161. 
Advanced studies in biometrics: Summer school on 
biometrics, Alghero, Italy, June 2–6, 2003 (pp. 19–
42). Springer-Verlag.

Bratich, J. Z. (2008). Conspiracy panics: Political ration-
ality and popular culture. State University of New 
York Press.

Burke, K. (1969). A grammar of motives. University of 
California Press.

Center for Army Lessons Learned. (2011). Commander’s 
guide to biometrics in Afghanistan: Observations, 
insights, and lessons. https://usacac.army.mil/sites/
default/files/publications/17809.pdf

CIA. (1956, April 2). Communist control techniques: An 
analysis of the methods used by Communist state 
police in the arrest, interrogation, and indoctrina-
tion of persons regarded as “enemies of the state.” 
https://www.cia.gov/library/readingroom/docs/CIA-
RDP78-03362A000800170001-2.pdf

Deleuze, G., & Guattari, F. (1983). Anti-Oedipus: 
Capitalism and schizophrenia. University of 
Minnesota Press.

Derksen, M. (2017). Histories of human engineering. 
Cambridge University Press.

Foucault, M. (2003). Society must be defended: Lectures 
at the College de France, 1975–76. Picador.

Galison, P., & Packer, J. (2016). Abstract materialism: 
Peter Galison discusses Foucault, Kittler, and the his-
tory of science and technology. International Journal 
of Communication, 10, 3160–3173.

Galloway, A. R., & Thacker, E. (2007.). The exploit: A 
theory of networks. University of Minnesota Press.

Galton, F. (1878, May 23). Composite portraits. Nature, 
18, 97–100.

Gates, K. A. (2011). Our biometric future: Facial recogni-
tion technology and the culture of surveillance. New 
York University Press.

González, R. J. (2008). “Human terrain”: Past, present, 
and future applications. Anthropology Today, 24(1), 
21–25.

Gorman, C. (2011). How biometrics helped to identify the 
master terrorist. Scientific American. https://www.

scientificamerican.com/article/how-biometrics-
helped-to-identify-master-terrorist/

Green, D. (1984). Veins of resemblance: Photography and 
eugenics. Oxford Art Journal, 7(2), 3–16.

Horgan, J. (2009). Walking away from terrorism. 
Routledge.

Horgan, J. (2014). The psychology of terrorism. Routledge.
Johnson, C. Y. (2012, June 10). What the Rorschach tells 

us. The Boston Globe. https://www.bostonglobe.
com/ideas/2012/06/09/what-rorschach-test-really-
shows/06Fky1ZiXe26WF9DvxqvuL/story.html

Kittler, F. A. (1990). Discourse networks, 1800/1900. 
Stanford University Press.

Kittler, F. A. (1999). Gramophone, film, typewriter. 
Stanford University Press.

Kittler, F. A. (2012). Of states and their terrorists. Cultural 
Politics, 8(3), 385–397.

Magnet, S. (2011). When biometrics fail: Gender, race, 
and the technology of identity. Duke University Press.

McLaughlin, J. (2016, November 5). Private intelligence 
firm proposes “Google” for tracking terrorists’ faces. 
The Intercept. https://theintercept.com/2016/11/04/
private-intellligence-firm-proposes-google-for-track-
ing-terrorists-faces/

Morris-Reich, A. (2016). Race and photography: Racial 
photography as scientific evidence, 1876–1980. 
University of Chicago Press.

Murray, H. (2009). Monstrous play in negative spaces: 
Illegible bodies and the cultural construction in biom-
etric technology. In S. Magnet & K. Gates (Eds.), The 
new media of surveillance (pp. 69–87). Routledge.

Packer, J. (2007). Homeland subjectivity: The algorith-
mic identity of security. Communication and Critical 
Cultural Studies, 4(2), 211–215.

Packer, J., & Reeves, J. (2020). Killer apps: War, media, 
machine. Duke University Press.

Parks, L., & Starosielski, N. (Eds.). (2015). Signal traffic: 
Critical studies of media infrastructures. University 
of Illinois Press.

Peters, J. D. (2015). The marvelous clouds: Toward a phi-
losophy of elemental media. University of Chicago 
Press.

Pick, D. (1993). War machine: The rationalization of 
slaughter in the modern age. Yale University Press.

Rafter, N., Posick, C., & Rocque, M. (2016). The criminal 
brain: Understanding biological theories of crime. 
New York University Press.

Reeves, J. (2020). Common senselessness about the war: 
On Shaw’s media delirium. Shaw: The Journal of 
Bernard Shaw Studies, 40(1), 36–49.

https://usacac.army.mil/sites/default/files/publications/17809.pdf
https://usacac.army.mil/sites/default/files/publications/17809.pdf
https://www.cia.gov/library/readingroom/docs/CIA-RDP78-03362A000800170001-2.pdf
https://www.cia.gov/library/readingroom/docs/CIA-RDP78-03362A000800170001-2.pdf
https://www.scientificamerican.com/article/how-biometrics-helped-to-identify-master-terrorist/
https://www.scientificamerican.com/article/how-biometrics-helped-to-identify-master-terrorist/
https://www.scientificamerican.com/article/how-biometrics-helped-to-identify-master-terrorist/
https://www.bostonglobe.com/ideas/2012/06/09/what-rorschach-test-really-shows/06Fky1ZiXe26WF9DvxqvuL/story.html
https://www.bostonglobe.com/ideas/2012/06/09/what-rorschach-test-really-shows/06Fky1ZiXe26WF9DvxqvuL/story.html
https://www.bostonglobe.com/ideas/2012/06/09/what-rorschach-test-really-shows/06Fky1ZiXe26WF9DvxqvuL/story.html
https://theintercept.com/2016/11/04/private-intellligence-firm-proposes-google-for-tracking-terrorists-faces/
https://theintercept.com/2016/11/04/private-intellligence-firm-proposes-google-for-tracking-terrorists-faces/
https://theintercept.com/2016/11/04/private-intellligence-firm-proposes-google-for-tracking-terrorists-faces/


Packer and Reeves	 25

Reeves, J., & Packer, J. (2013). Police media: The governance 
of territory, speed, and communication. Communication 
and Critical/Cultural Studies, 10(4), 359–384.

Reich, W. (1933). The mass psychology of fascism. Farrar, 
Straus, and Giroux.

Richards, G. (2003). Race, racism, and psychology: 
Towards a reflexive history. Routledge.

Robertson, C. (2010). The passport in America: The his-
tory of a document. Oxford University Press.

Robin, R. T. (2001). The making of the cold war enemy: 
Culture and politics in the military-intellectual com-
plex. Princeton University Press.

Rorschach, H. (1942). Psychodiagnostics. Grune and 
Stratton.

Samelson, F. (1977). World War I intelligence testing 
and the development of psychology. History of the 
Behavioral Sciences, 13(3), 274–282.

Schmitt, C. (2007). The concept of the political. University 
of Chicago Press.

Schuurman, B., & Eijkman, Q. (2015). Indicators of terror-
ist intent and capability: Tools for threat assessment. 
Dynamics of Asymmetric Conflict, 8(3), 215–231.

Sekula, A. (1992). The body and the archive in contest of 
meaning. In R. Bolton (Ed.), The contest of mean-
ing: Critical histories of photography (pp. 343–389). 
MIT Press.

Siegel, G. (2014). Forensic media: Reconstructing acci-
dents in accelerated modernity. Duke University Press.

Silva, K. (2016). Brown threat: Identification in the secu-
rity state. University of Minnesota Press.

Stiegler, B. (1998). Technics and time, I: The fault of 
epimetheus. Stanford University Press.

Stouffer, S. A., Suchman, E. A., DeVinney, L. C., Star, S. 
A., & Williams, R. M. (1965). The American soldier: 
Adjustment during army life. John Wiley and Sons.

Taylor, M. (2015). Criminogenic qualities of the internet. 
Dynamics of Asymmetric Warfare, 8(2), 97–106.

Tucker, W. H. (1996). The science and politics of racial 
research. University of Illinois Press.

Author biographies

Jeremy Packer is a Professor in the Institute for 
Communication, Culture, and Technology and the Faculty 
of Information at the University of Toronto.  His research 
focuses upon technology, media, and power with a special 
emphasis on automation, warfare, and mobility.   His most 
recent book, Killer Apps: War, Media, Machine (Duke, 
2020) was co-authored with Joshua Reeves.

Joshua Reeves is an Associate Professor in the School of 
Communication and Media at Oregon State University. He 
is the author of Citizen Spies: The Long Rise of America’s 
Surveillance Society (NYU 2017) and Killer Apps: War, 
Media, Machine (Duke 2020, coauthored with Jeremy 
Packer). He currently serves as an associate editor of 
Surveillance & Society.


